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CHAPTER 2 - A PROTECAO DE DADOS PESSOAIS E O SISTEMA
JUDICIAL PORTUGUES: O QUE ESTA POR FAZER EM 2023?

(DOTI: 10.47907/DigitalTransformationAndGovernance/08)
Inés Oliveira'

Sumario: 1. Introducio; 2. O regime juridico aplicavel ao tratamento de dados referentes
ao sistema judicial; 3. O que esta por fazer?; 3.1. A alteraciao da Lei n.° 34/2009; 3.2. Os tipos
de dados judiciais: a fronteira entre dados processuais e dados administrativos; 3.3. A publi-
cidade versus publicitacio do processo; 3.4. A designacao do encarregado de protecao de
dados nos tribunais; 3.5. A formac¢io aos operadores judiciarios; 4. Conclusio.

Resumo: O artigo analisa o regime de protecio de dados no sistema judicial portugués,
especialmente a luz da Lei n.° 34/2009 e do Regulamento Geral sobre a Protecio de Dados
(RGPD). Identifica lacunas legais e operacionais na gestdo de dados judiciais, destacando a
necessidade de revisdo legislativa. Sio abordadas questdes como a distin¢do entre dados
administrativos e processuais, a anonimizacado de decisdes, e a definicio do papel do
Encarregado de Protecio de Dados. O ensaio propoe medidas como a clarifica¢io normativa,
o reforco da seguranca e a formacao continua dos operadores judiciarios. Conclui-se ser
urgente adaptar o sistema judicial as exigéncias do RGPD para garantir uma protecio de
dados eficaz.

Palavras-Chave: Protecao de Dados; Sistema Judicial; Conformidade com o RGPD;
Lei n.° 34/2009; Gestao de Dados Pessoais.

Abstract: The article analyses the data protection framework within the Portuguese
judicial system, focusing on Law No. 34/2009 and the General Data Protection Regulation
(GDPR). It identifies legal and operational gaps in judicial data management and highlights
the need for legislative revision. Key issues include the distinction between administrative
and procedural data, anonymization of court decisions, and the role of the Data Protection
Officer. The study proposes measures such as regulatory clarification, enhanced security
protocols, and continuous training for judicial staff. It concludes that adapting the judicial
system to GDPR requirements is urgent to ensure effective personal data protection.

Keywords: Data Protection; Judicial System; GDPR Compliance; Law No. 34/2009; Personal
Data Management.

! Licenciada (2008) e Mestre (2010) em Direito pela Faculdade de Direito da Universidade Nova de Lisboa.
Membro do Observatério da Protecio de Dados Pessoais da Faculdade de Direito da Universidade Nova de
Lisboa (https://protecaodedadosue.cedis.fd.unl.pt/ines-oliveira-andrade-de-jesus/). Consultora de Politica Legis-
lativa na Direcao-Geral da Politica de Justica/Ministério da Justica e representante de Portugal junto da Unido
Europeia (UE), do Conselho da Europa (CoE) e da Organizacao Europeia de Cooperacao Econémica (OCDE)
nos Grupos de Trabalho de protecio de dados pessoais (2013-2023). Encarregada da Protecao de Dados do
Ministério da Justica (2018-2023; https://dre.pt/application/conteudo/115466752). Encarregada da Protecio
de Dados da Autoridade Tributaria e Aduaneira (2023-presente; https://dre.pt/dre/detalhe/despacho/13949-
a-2022-204200287). Presidente da Direcio da APDPO Portugal (desde 2021).



170 Inés Oliveira

1. Introducao

Este capitulo visa aprofundar a relacio entre o regime de protecaio de dados pessoais e o
sistema judicial portugués. Depois da devida densificacio do aludido regime juridico aplicavel
ao tratamento de dados referentes ao sistema judicial em Portugal, vamos listar aquilo que consi-
deramos que ainda esta por fazer, neste ano de 2023: esta por alterar a Lei n.° 34/2009; esta por
tracar a fronteira entre dados judiciais processuais e dados administrativos; estao por esclarecer
os regimes de publicidade e de publicitacio do processo; esta por clarificar o regime de
designaciao do encarregado de protecio de dados nos tribunais; e esta por ministrar formacao
aos operadores judiciarios. Na conclusao permitimo-nos resumir os passos a dar no futuro

proximo, a bem do direito a protecio de dados pessoais que a todos assiste.

2. O regime juridico aplicavel ao tratamento de dados referentes ao sistema judicial

No ordenamento juridico portugués, o regime juridico aplicavel ao tratamento de dados
referentes ao sistema judicial consta da Lei n.° 34/2009, de 14 de julho®. Este diploma legal
acolhe as regras sobre a recolha dos dados necessarios ao exercicio das competéncias dos
magistrados e dos funcionarios de justica (nos tribunais judiciais e nos tribunais administrativos
e fiscais), dos demais intervenientes nos processos jurisdicionais e da competéncia do Ministério
Publico (por exemplo nos inquéritos em processo penal), dos juizes de paz e dos funcionarios
dos julgados de paz e demais intervenientes nos respetivos processos, dos mediadores dos
sistemas publicos de mediacao e demais intervenientes nos processos nos sistemas publicos de
mediacao, bem como o registo dos dados, as entidades responsaveis pelo tratamento dos dados
e pelo desenvolvimento aplicacional, a protecao, a consulta e o acesso aos dados, o intercambio,
a conservaciao, o arquivamento e a eliminacio, as condicdes de seguranca, a utilizacao para
efeitos de tratamento estatistico e as sanc¢des aplicaveis ao incumprimento das regras (art. 1.°).

O art. 2.° da Lei n.° 34/2009 consagra a qualidade dos dados e os principios do tratamento,
esclarecendo que os dados recolhidos devem ser exatos e atuais, bem como adequados, perti-
nentes e nio excessivos relativamente a finalidade determinante da sua recolha e posterior
tratamento, e nao devem ser tratados para finalidade diversa incompativel com aquela para que
foram recolhidos, bem como que o tratamento de dados se processa de acordo com 0s principios
da licitude, da boa fé e da proporcionalidade, limitando-se ao necessario para o exercicio das
competéncias de quem a ele procede e respeitando sempre os regimes do segredo de justica e
do segredo de Estado. E também neste artigo que se impde que é vedado ao titular dos dados a
oposicao ao seu tratamento quando este se efetue nas condicdes e termos previstos na referida
lei, sem prejuizo do direito de apresentacio de queixa a Comissao Nacional da Protecdao de
Dados (CNPD) que a todos os cidadiaos assiste.

Depois de, no art. 3.°, estar plasmada a base de licitude para a recolha dos dados, as finalidades

estao previstas no art. 4.°: sao elas organizar, uniformizar e manter atualizada toda a informacao

2 Disponivel em <https://dre.pt/dre/legislacao-consolidada/lei/2009-107794521>, consultado em 12/06/2023.
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constante dos processos; preservar toda a informacado; permitir a tramitacao eletrénica; facultar
a todos os operadores a informacao necessaria para o cumprimento da sua missao; e facultar os
dados necessarios a elaboracao das estatisticas oficiais da justica.

As formas de recolha e as categorias de dados sao explicadas nos art. 5.° a 22.°. O art. 23.° e
seguintes identificam os responsaveis pelo tratamento consoante o tipo de dados. Com efeito,
no que toca a responsabilidade pelo tratamento, temos um sistema repartido, que reparte a respon-
sabilidade por varias entidades: Conselho Superior da Magistratura, Conselho Superior dos
Tribunais Administrativos e Fiscais, Procuradoria-Geral da Republica, Conselho de Acompanha-
mento dos Julgados de Paz e Gabinete para a Resolucio Alternativa de Litigios. A estes responsaveis
compete velar pela legalidade da consulta e da comunica¢io da informacio, garantir o cumpri-
mento de medidas necessarias a seguranca da informacio e dos tratamentos de dados e assegurar
o cumprimento das regras de acesso e de seguranca referentes ao arquivo eletrénico. Note-se que,
nos concretos casos, sao assegurados pelos magistrados com competéncia sobre o respetivo pro-
cesso, pelos juizes de paz responsaveis pelos processos ou pelos mediadores intervenientes nos
processos de mediaciao, consoante os casos, o direito de informacao e o direito de acesso aos
dados pelo respetivo titular, a atualizacao dos dados, bem como a correcao dos que sejam inexatos,
o preenchimento dos totais ou parcialmente omissos e a supressao dos indevidamente registados.

O art. 25.° criou a Comissdo para a Coordenacido da Gestao dos Dados Referentes ao Sistema
Judicial, que, mau grado, sobretudo devido as suas competéncias de coordenacio, nunca funcionou.
Competia a esta Comissao assegurar o exercicio coordenado das competéncias dos responsaveis
pela gestio dos dados, promover e acompanhar as auditorias de seguranca ao sistema, definir
orientacoes e recomendacdes em matéria de requisitos de seguranca do sistema, tendo designada-
mente em conta as prioridades em matéria de desenvolvimento aplicacional, as possibilidades
de implementacao técnica e os meios financeiros disponiveis, criar € manter um registo atualizado
dos técnicos que executam as operacoes materiais de tratamento e administracaio dos dados e
comunicar imediatamente as entidades competentes para a instauracao do competente processo
penal ou disciplinar, a violacao do disposto na lei em apreco, competéncias nunca exercidas, por
nunca ter funcionado esta Comissao.

Traco caracteristico que importa destacar da Lei n.° 34/2009 esta plasmado no seu art. 26.°,
que atribui o desenvolvimento aplicacional ao Ministério da Justica portugués, ou seja, o desen-
volvimento das aplicacoes informaticas necessarias a tramitacido dos processos e a gestio do
sistema jurisdicional, incluindo a necessaria analise, implementacio e suporte, € da competéncia
de um organismo estatual.

Aqui chegados importa ainda destacar os seguintes regimes:

A consulta por utilizadores (art. 29.°) é dotada de especiais medidas de seguranca, as quais garan-
tem, designadamente que apenas os utilizadores credenciados possam consultar os dados, que
o nivel de consulta dos dados, por parte de cada utilizador, seja estritamente limitado ao necessa-
rio para o exercicio das suas competéncias, que a consulta dos dados se processe apenas através
de aplicacao informatica especifica, mediante autenticacao do utilizador, que sejam registadas

eletronicamente as consultas de dados e que qualquer acesso irregular seja de imediato reportado.
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O exame e consulta dos autos e obtencao de copias ou certidoes (art. 34.°) e o acesso aos dados
pelo titular (art. 36.°) é especificamente regulado pelas leis processuais, para elas se remetendo.

A comunicacio de dados com outros sistemas € permitida de forma geral e ampla, assim,
como o acesso a dados constantes de outros sistemas (art. 37.°, 38.° e 39.°).

No que toca as medidas de seguranca (art. 42.°), tendo em vista a seguranca dos dados, sao
objeto de controlo (i) a entrada nas instalacoes utilizadas para o armazenamento de dados, a fim
de impedir o acesso as mesmas por pessoa niao autorizada, (ii) os suportes utilizados, a fim de
impedir que possam ser lidos, copiados, alterados ou retirados por pessoa ndo autorizada,
(iii) a consulta dos dados, a fim de assegurar que é efetuada apenas por pessoas autorizadas,
(iv) a insercido, a alteracao, a eliminacao e a realizacio de qualquer outra operacao sobre os
dados, de forma a verificar-se que operacoes foram realizadas, quando e por quem, e para impedir
a introducio, assim como qualquer tomada de conhecimento, alteracao ou elimina¢io niao autori-
zadas dos mesmos, (v) os sistemas de tratamento automatizado de dados, para impedir que
possam ser utilizados por pessoas nao autorizadas, através de instalacoes de tratamento de
dados, (vi) a transmissdo de dados, para garantir que o envio destes, através de instalacdes de
transmissao de dados, se limite as entidades autorizadas, (vii) a transmissio de dados e o trans-
porte de suportes de dados, para impedir que os dados possam ser lidos, copiados, alterados ou
eliminados de forma nio autorizada e (viii) o acesso aos dados a partir de fora das instalacdes
fisicas onde se encontram armazenados, de modo a garantir a sua seguranca.

O controlo da consulta dos dados e das operacdes realizadas sobre os dados é feito através
de registo eletronico, devendo esse registo ser periodicamente comunicado aos responsaveis
pela gestio dos dados, para fins de auditoria aos acessos. E também mantido um registo das
permissoes de acesso atribuidas a cada utilizador e, tendo em vista a seguranca e a preservacao
da informacio, sao feitas, periodicamente, copias de seguranca da mesma. O Ministério da
Justica assegura que as infraestruturas fisicas e as linhas de transmissao de suporte a recolha,
registo e intercambio dos dados, bem como ao arquivo eletrénico, sio mantidas em instalacdes
que garantam as condicoes de seguranca adequadas (art. 45.°).

Por fim, sublinhe-se que sao varias as sancdes previstas na lei em analise para os varios tipos
de violacoes: desvio de dados, utilizacao de dados de forma incompativel com a finalidade da
recolha, interconexio ilegal de dados, acesso indevido aos dados, viciacio ou destruicio de
resultados e violacao do dever de sigilo (art. 47.° e seguintes).

Feita esta visita guiada pela Lei n.° 34/2009, vejamos agora o que esta por fazer.

3. O que esta por fazer?

3.1. A alteracao da Lei n.° 34/2009

A entrada em vigor e em aplicacao do Regulamento Geral sobre a Protecao de Dados (RGPD)?

tera de ser necessariamente o impulso, mais cedo ou mais tarde, para o legislador portugués

3 PartaMENTO EuropEu E ConseLHO, <Regulamento (UE) 2016/679 relativo a prote¢io das pessoas singulares

no que diz respeito ao tratamento de dados pessoais e a livre circulacao desses dados e que revoga a Diretiva
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revisitar a Lei n.° 34/2009 e nela fazer espelhar, designadamente, os principios de protecio de
dados e as novas obrigacdes que incumbem aos responsaveis pelo tratamento. Assim, porque
neste artigo também nos debrucamos sobre o que esta por fazer em Portugal, e antes de mais,
importa, pois, destacar a necessidade de alterar a Lei n.° 34/2009. Vejamos.

Por um lado, é premente decalcar nesta lei os principios de protecao de dados consagrados
no RGPD. Se é certo que os principios da licitude, limitacio das finalidades, limitacao da
conservacio e integridade e confidencialidade ja estio presentes na Lei n.° 34/2009 em vigor,
davidas nao restam de que cabe ao legislador portugués reforcar os principios da minimizacao
dos dados, da exatidao e da transparéncia, porum lado, e, por outro, a lealdade e a responsabilidade,
que o RGPD acolhe e impoe, este ultimo como a grande inovacio do RGPD face ao anterior
regime de protecio de dados.

Ora, o principio da responsabilidade a que se acaba de aludir esta intrinsecamente ligado as
novas obrigacdes que o RGPD impoe. Na verdade, as entidades envolvidas no sistema judicial
portugués terdo de assumir novas obrigacoes, que devem estar claramente reguladas na lei.
Em primeiro lugar, cabera a lei esclarecer quem aplica, revé e atualiza as medidas técnicas e
organizativas adequadas, designadamente quem aprova e implementa as politicas de protecao
de dados desde a concecido e por defeito e quem. Além disso, as instrucdes no que a seguranca
do tratamento respeita devem ser densificadas.

Em segundo lugar, deve ficar esclarecido (i) quem deve elaborar e monitorizar o registo das
atividades de tratamento que o RGPD impoe; (ii) quem deve elaborar e gerir a politica de viola-
coes de dados pessoais e quais os procedimentos a cumprir; e (iii) quem gere a politica de
avaliacoes de impacto sobre a protecao de dados.

Em terceiro lugar, deve ficar claro que entidades estao obrigadas a designacao do encarregado
da protecio de dados (EPD) e que entidades niao o terdo de fazer, para que niao suceda uma
desarmonia quanto a esta nova profissdo. A esta obrigacao voltaremos mais a frente.

Em quarto lugar, deve ficar claro quem é que € responsavel pela resposta aos pedidos dos
titulares dos dados. Em quinto e ultimo lugar, todas as entidades envolvidas no sistema judicial
devem ter o apoio da lei para esclarecer quem e como é feita a prova do cumprimento das

obrigacdes anteriores.

3.2.0stipos de dadosjudiciais: a fronteira entre dados processuais e dados administrativos

No sistema judicial sao varias as categorias de dados tratados. Para o que ora nos ocupa, importa
tracar a fronteira entre dados pessoais processuais e os dados pessoais meramente administrativos
tratados no sistema judicial.

Na verdade, e em segundo lugar, esta por definir e delimitar o que sao dados judiciais processuais

e quais os dados administrativos que sao tratados no ambito do sistema judicial. Esta delimitacao

95/46/CE», EUR-Lex [em linha], 27 de abril de 2016, [consult. 12 Jun. 2023]. Disponivel em: <https://eur-lex.
europa.eu/legal-content/PT/TXT/?uri=CELEX%3A32016R0679&qid=1675338651462>.
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€ essencial para atribuir responsabilidades pelo seu tratamento, garantindo aos titulares dos
dados o seu direito a protecido e privacidade.

Podemos definir como dados pessoais judiciais processuais os dados pessoais que siao
necessarios no ambito do processo judicial. Serao dados pessoais das partes, factos probatorios,
inquiricdes de testemunhas, etc.

Dados pessoais administrativos serao os dados que nio sao necessarios tratar no ambito de
um concreto processo judicial, mas que sao necessariamente tratados no ambito da gestao do
sistema judicial: identificacao e autenticacao de magistrados e funcionarios e respetivos dados
tratados no aAmbito da relacao laboral, controlo de acessos nas instalacoes dos tribunais, aluguer
de equipamentos informaticos utilizados pelo sistema de justica, etc.

Esta distin¢ao nao resulta clara na lei, pelo que importa esclarecer este ponto. Ademais, importa
esclarecer que os responsaveis pelo tratamento dos dados processuais serao os operadores com
competéncias nos respetivos processos, enquanto os dados administrativos poderdo ser da

responsabilidade, nio (s6) destes, mas também de outras entidades estaduais e ndo so.

3.3. A publicidade versus publicitacao do processo

Nos termos da legislacao processual civil portuguesa, e é apenas a esta que vamos aludir, o
processo civil €, por regra, puablico (art. 163.° do Cédigo de Processo Civil portugués). A publi-
cidade do processo implica o direito de exame e consulta do processo por via eletrénica e na
secretaria, bem como o de obtencao de copias ou certiddes de quaisquer pecas nele incorporadas,
pelas partes, por qualquer pessoa capaz de exercer o mandato judicial ou por quem nisso revele
interesse atendivel. Incumbe as secretarias judiciais prestar informacao precisa as partes, seus
representantes ou mandatarios judiciais, ou aos funcionarios destes, devidamente credenciados,
acerca do estado dos processos pendentes em que sejam interessados.

Nao obstante ser a publicidade a regra, sdo varias as limitacdes a publicidade do processo
(art. 164.°). Com efeito, o acesso aos autos € limitado nos casos em que a divulgacio do seu
conteudo possa causar dano a dignidade das pessoas, a intimidade da vida privada ou familiar ou
a moral publica, ou pér em causa a eficacia da decisdo a proferir. Preenchem, designadamente,
as restricoes a publicidade os processos de anulacao de casamento, divércio, separacao de
pessoas e bens e os que respeitem ao estabelecimento ou impugnacio de paternidade, a que
apenas podem ter acesso as partes e os seus mandatarios; os procedimentos cautelares pendentes,
que s6 podem ser facultados aos requerentes e seus mandatarios e aos requeridos e respetivos
mandatarios, quando devam ser ouvidos antes de ordenada a providéncia; os processos de
execucdo sO6 podem ser facultados, por regra, aos executados e respetivos mandatarios apos
a citacao e independentemente da citacao ou da notificacao, sendo vedado aos executados
e respetivos mandatarios o acesso a informacao relativa aos bens indicados pelo exequente
para penhora e aos atos instrutérios da mesma; e os processos de acompanhamento de
maior. O acesso a informacio do processo também pode ser limitado, em respeito pelo

regime legal de proteciao e tratamento de dados pessoais, quando, estando em causa dados
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pessoais constantes do processo, 0s mesmos nao sejam pertinentes para a justa composicao
do litigio.

Com excecao dos que se acabam de listar, em que o despacho é obrigatorio, a secretaria deve,
sem precedéncia de despacho, passar as certidoes de todos os termos e atos processuais que lhe
sejam requeridas, oralmente ou por escrito, pelas partes no processo, por quem possa exercer o
mandato judicial ou por quem revele interesse atendivel em as obter (art. 170.°).

Ora, a publicidade assim regulada nao €, nem pode ser entendida, como legitimadora de
publicitacio, isto €, divulgacao na Internet. A divulgaciao na Internet e em concreto 0 acesso aos
dados pelo publico em geral esta regulada no art. 35.° da Lei n.° 34/2009, que legitima a disponi-
bilizacao, em sitio da Internet acessivel ao publico, de dados nao abrangidos pelo segredo de
justica ou de Estado, nos termos da lei. Mas esta permissdo legal esta sujeita a uma apreciacao
casuistica, nao sendo livre para o aplicador do direito, uma vez que se condiciona ao disposto
no regime de protecao de dados. Esta condicdo obriga a uma analise caso a caso do contetdo a
publicitar e, em concreto, para cumprimento do principio da minimizaciao de dados, a pseudoni-
mizacao ou anonimizacao das decisdes judiciais.

Constatamos assim a abstracao da lei em vigor, que nos leva a concluir que € necessario
esclarecer o que deve ser publicitado, ou seja, disponibilizado na Internet, devendo ficar claro

quais os critérios para a ocultacio de dados pessoais.

3.4. A designaciao do encarregado de protecao de dados nos tribunais

O art. 37.° do RGPD parece claro ao determinar que todas as autoridades e organismos
publicos estdo obrigadas a designar um encarregado da protecao de dados, excetuando os tribu-
nais no exercicio da sua funcao jurisdicional.

Ora, se € certo que no ambito da funcio jurisdicional os tribunais nao tém que designar EPD,
fora dela, estao, pois, obrigados a fazé-lo, pelo que, na pratica, esta aparente simplicidade da
redacio legal, nao tem espelho e os tribunais devem, no Ambito das suas atividades administrativas,
designar EPD. Veja-se que, em Portugal, por exemplo, os tribunais superiores designaram EPD*.
Também neste aspeto o legislador portugués deveria densificar o regime de designacio de EPD

nos tribunais, esclarecendo o regime de designacao e posicao.

3.5. A formacao aos operadores judiciarios

A formacido é uma medida de protecao de dados, a luz do RGPD. Por isso mesmo, todos os
organismos com responsabilidades no ambito do sistema judicial portugués deveriam ter anual-
mente um plano de formacao no que a protecao de dados respeita. Ao tempo que escrevemos

estas linhas, inexiste, mau grado. E, pois, este outro dos aspetos que esta por fazer.

4 Consultar <https://www.stj.pt/?page_id=15939> e <https://www.stadministrativo.pt/documentacao/
informacao-legal/>, disponiveis em 21/06/2023.
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4. Conclusio

Visando o aprofundamento da relacao entre o regime de protecio de dados pessoais e o
sistema judicial portugués, este artigo densificou o regime juridico aplicavel ao tratamento de
dados referentes ao sistema judicial em Portugal e listou aquilo que consideramos que ainda esta
por fazer, neste ano de 2023: esta por alterar a Lei n.° 34/2009; esta por tracar a fronteira entre
dados judiciais processuais e dados administrativos; estao por esclarecer os regimes de publicidade
e de publicitacio do processo; esta por clarificar o regime de designacao do encarregado de
protecao de dados nos tribunais; e esta por ministrar formac¢ao aos operadores judiciarios. Sao

pois estes os trilhos futuros a explorar.
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